
 

 

SELF-EVALUATION QUESTIONS 

After reading the Book “Organization and Individual Security”, you are welcome to test yourself and 

check your knowledge on different Security related topics. Here are question from different articles 

of the Book in mixed order.   

 

1. Automatic fire detection system or a fire alarm can be divided into two groups. What are 

they? 

2. What's in the fire triangle? 

3. The totality of physical features and indicators of a physical person [facial digital image, traces 

of fingers (palms) or prints] is called...? 

4. Which one is the most basic access control system? 

5. What systems should be the room of security guard management centre/control room 

equipped with? 

6. What should be the backup power supply for the room of security guard management 

centre/control room? 

7. What is the planned reaction when a threat is detected? 

8. What is the difference between physical security and technical security? 

9. What is a video surveillance system? 

10. Which laws and regulations regulate the legal framework for video surveillance? 

11. What is one of the most important technical parameters when choosing a video surveillance 

system? 

12. How many types of video surveillance systems are distributed? 

13. Is the image quality dependent on the angle of the camcorder? 

14. When creating an IP video surveillance system, is it necessary to build a new cable network 

if a computer network is installed? 

15. Please explain meaning of Cybersecurity.  

16. Please name the main classification of Cybersecurity. 

17. Please name main Cybersecurity regulations in the EU and Baltic States. 

18. What will an organization / systems need to maintain resilience? 

19. What elements are needed in crisis management? 

20. Explain the roles of rigour and relevance in security management research? 

21. Explain the need of co-creative methods in security management research and development? 

22. List six methods that can be used in security management research and development? 

23. Why it is important to understand radicalisation as a process? 

 



 

 

 

 

24. What are the arenas in which an organisation can fight against radicalisation, violent 

extremism and terrorism? 

25. What is the distinction between radicalisation, violent extremism, and terrorism? 

26. Please explain the crime triangle? 

27. What is the difference between roles of a leader and a manager in a company? 

28. What is the personal basis of power? Give several examples what kind of power sources it 

includes.  

29. What is the concept of Emotional Intelligence? What styles of leadership by D. Goleman have 

a positive impact on the internal environment of a work collective? 

30. What is the Transformational leadership? How the transformational leadership style 

influents to work of security specialists? 

31. What major changes in securing security brought the reformation? 

32. What was the main lesson of Livonia's collapse? 

33. What were the main threats to national internal security in Europe during the period from 

the French Revolution to the First World War? 

34. What is the role of strengthening Latvia's security in the interwar period for agrarian reform? 

1)social tensions as one of the essential security threats 

2) Key factors causing social stress 

3) the compensatory reactions of social tensions and their effects on the possibility of 

human dangerous behaviour 

4) the role of public organisations in the implementation of national security 

5) Presentation of the main human rights caused by human beings in Latvian Law 

35. How do you think why the European Agency for Safety and Health at Work recommends 

following to this principles for leadership in security? 

36. What are the differences between deterrence, prevention and preparedness? How can 

guarding support each? 

37. What types of guarding services are there and what kind of benefits do they provide to the 

customer? 

38. What kind of benefits are there in outsourcing security to guarding services? 

39. What is the ground basis for the Schengen area regarding the border checks?  

40. What are the compensatory measures carried out in the Schengen area? 

41. Why all countries, such as Bulgaria and Ireland, who are cooperating in European Union are 

not parties to the Schengen area? 

42. What Schengen Borders Code defines? 

43. Does Schengen Borders Code overrule national legislation in the external borders? 

44. What Smart Borders Package aims to improve?  

45. Specify the security indicators to contribute to the safety of the protected object. 

 

 



 

 

 

46. Detail security staff professional duties. 

47. What are the tasks of the security staff? 

48. Reveal the environmental factors influencing the professional activity of the security staff. 

49. Describe the factors of security staff professional competences. 

50. Describe the guidelines for security staff evaluation and training. 

51. What is the relationship between quality and risk management? 

52. How quality and risk management are related to organisations’ success? 

53. How would you deploy quality and risk management procedures and practices to your 

organisation with effective and efficient manners? 

54. What is the relation between cybersecurity and information security? 

55. Think of at least three insider cybersecurity threats and outsider cybersecurity threats? 

56. What is meant by Internet of Things (IoT) and how is that relevant to cybersecurity resilience 

in society? 

57. What is meant by situational awareness for cybersecurity in an organization? 

58. What ISO standards can be relevant when assessing cybersecurity in an organization? 

59. What is an “Information security management system” and how should it be governed? 

60. Describe the image of a whistleblower in the historical heritage of culture? 

61. Why society do not want to engage in anxiety? 

62. What can be motivation of a Whistleblower? 

63. What is the development of Whistleblowing in Europe? 

 

 


